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	Reason for change:
	As concluded in TR 23.700-88, PIN ID needs to be supported by 5G.

Rev.2: clarification on External Group ID and PIN ID in supporting of one PIN serving multiple PDU Sessions.  


	
	

	Summary of change:
	Add a new clause to describe identifers for PIN.

The 5G System already supports group identification and group membership management through External Group ID and Internal Group ID.

A PIN also has exactly the same requirements that can be already fullfilled using this group management feature.

It is proposed that a PIN is identified externally by a PIN ID.

Rev. 2: it is proposed to clarify that a PIN can associate to at least one External Group Identifier for different PIN services. For URSP rules for PIN, the External Group ID or Internal Group ID is used as PIN descriptor in TD for PIN traffic.

The related analysis and proposal can refer to S2-2306383.

It is also proposed that External Group ID or Internal Group ID is used to identify and manage the list of PEGC UEs that are part of a PIN for a specific service.
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* * * * 1st change (all text are new) * * * *
[bookmark: _Toc20149626][bookmark: _Toc27846417][bookmark: _Toc36187541][bookmark: _Toc45183445][bookmark: _Toc47342287][bookmark: _Toc51768985][bookmark: _Toc114664949][bookmark: _Toc20149656][bookmark: _Toc27846447][bookmark: _Toc36187571][bookmark: _Toc45183475][bookmark: _Toc47342317][bookmark: _Toc51769015][bookmark: _Toc114664979]5.44	Support for Personal IoT Networks
[bookmark: _Toc114665620]5.44.x	PIN Identifiers
A PIN is identified by a PIN ID in the URSP rules. The PEGCs that are part of a PIN are identified by an External Group ID by the AF for PIN. The AF for PIN may use an External Group ID to manage a list of PEGC(s) that are part of a PIN for providing URSP guidance and/or QoS requests applicable to all the PEGCs of the associated External Group ID. The AF for PIN may use more than one External Group ID to manage corresponding list of PEGC(s) of a PIN. For URSP rules for PIN, the External Group ID or Internal Group ID is used in PIN descriptor indicated in the TD for PIN traffic as described in TS23.503 clause 6.6.2.1.
* * * * End of change * * * *

